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1. Introduction 
 
 

FXNET Limited (hereinafter referred to as ‘FxNet’, the ‘Company’, the ‘Firm’, ‘us’, ‘we’, 
‘our’) is a Cypriot Investment Firm (CIF) which is authorized and regulated by the Cyprus 
Securities and Exchange Commission (“CySEC”), under license number 182/12, 
incorporated and registered under the laws of the Republic of Cyprus (Certificate of 
Incorporation No. 300624), registered office at 4 Theklas Lysioti St, Harmony House, Office 
31, 3rd floor, 3030 Limassol, Cyprus. 

 

 

2. What are cookies? 

 
 Cookies are used by nearly all websites you may be visiting. They are small text files placed on 

your device when you visit or using our website, which enables our systems to recognize your 
device and help us to provide you with better, faster, safer and customized experience, 
including for advertising and marketing purposes. 
 

 Cookies do not harm your device, they are not computer programs, can’t be executed as code 
and cannot be used to disseminate viruses. They can only contain and transfer as much 
information as the users themselves have disclosed to a website. 

 

3. Why do we use cookies? 

 
 We use cookies to analyse traffic on our website, to track your activity and to help ensure you 

get the smoothest possible experience when visiting our website. The information collected 
using cookies enables us to ensure that we present you with options tailored to your 
preferences on your next visit and to enhance the experience of our services on the website. 
 

 By using our website, you agree that we can place the following types of cookies on your 
device. Should you wish to check, change, block or delete some and/or all of the cookies 
this can be managed and controlled within your browser settings. 

 

4. What types of cookies do we use? 

 
4.1 Functionality cookies 

 
 These cookies allow our website to remember choices you make such as your user name, 

language or your region and provide enhanced features. They may also be used to provide 
services you request, such as watching a video and can also be used to remember changes 
you have made to text size, font and other parts of web pages that you can customize. The 
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information collected is anonymized (i.e. does not contain information by which an 
individual can be identified) and does not track your browsing activity across other websites. 

 Third party, functionality persistent cookie. Allows to contact visitors while using the 
website and to recognize returning visitors to the website. For more information please visit 
https://www.zendesk.com/company/customers-partners/cookie-policy/  
 

4.2 Targeting cookies 
 

 Cookies which collect several pieces of information about your browsing habits. They are 
usually placed by advertising networks. They remember that you have visited a website and 
this information is shared with other organizations such as media publishers. These 
organizations do this in order to provide you with targeted adverts more relevant to you and 
your interests. 
 

4.3 Strictly necessary cookies 
 

 Cookies which are essential to enable you to use our website and use its features, and for 
ensuring the security of our services. Without these cookies our services can’t be provided. 
These cookies do not gather information about you that could be used for marketing or 
remembering where you visited while browsing the internet. 
 

4.4 Performance cookies 
 

 Cookies which collect information about your use of our website, for example which pages 
you visited most often. They don't collect information that identifies you, although they may 
collect the IP address of the device used to access the site. The information is anonymous and 
is used to improve the website’s performance, the user’s experience and for advertising 
optimization purposes. 
 

4.5 First and third-party cookies  
 

 First party cookies are those set by or on behalf of the website visited. All other cookies are 
third party cookies. We use both first party and third-party cookies. 
 

 First party cookies: serve for verification and authentication of users’ requests and are 
validating the country of the IP address in use. This cookie does not contain any personal 
information other than the IP address of users’ device. Additionally, first party cookies are 
also validating whether users’ browsers support Java Scripts. 
 

 Third-Party cookies: Google analytics cookies, primarily used to track visits to any site which 
uses Google analytics. These cookies store information such as the number of visits made 
from your device and the duration; record custom variables for segmentation, explain how 
you have reached our website and measure website’s traffic. These cookies do not contain 
any personal information other than the IP address of your device. For more information 
please visit Google at 
https://developers.google.com/analytics/devguides/collection/analyticsjs/cookie-usage  
Additionally, third-party cookies may be also used for debugging and troubleshoot purposes. 
 

https://www.zendesk.com/company/customers-partners/cookie-policy/
https://developers.google.com/analytics/devguides/collection/analyticsjs/cookie-usage
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4.6 Persistent cookies 
 

 Persistent cookies last after you have closed your browser, and allow us to remember your 
actions and preferences and help us to understand how you arrive and use our website so we 
can better improve our services. They can be used to provide information about numbers of 
visitors, the average time spent on a particular page and generally the performance of the 
website. Sometimes persistent cookies are used to provide targeted advertising based on the 
browsing history of the device. 
 

4.7 Session cookies 
 

 Session cookies last only for the duration of your visit and are deleted when you close your 
browser. They usually store an anonymous session ID allowing you to browse a website 
without having to log in to each page but they do not collect any information from your 
computer. They facilitate tasks such as allowing a website to identify that a user of a particular 
device is navigating from one page to another, supporting website security or basic 
functionalities. 
 

 

5. How to control your cookies?  

 
 Most web browsers will accept cookies but if you would rather we didn’t collect information 

in this way you can always choose to accept all or some, or reject cookies in your browser's 
settings. However, rejecting all cookies means that you may not be able to take full advantage 
of some or all of our website's features. 
 

 You can manage your cookies set by any website through the browser settings on each 
browser you use, on each device you use to access our website, and you can also allow cookies 
from specific websites only by making them “trusted websites” in your Internet browser. 
 

 Should you wish not to receive cookies that are not strictly necessary to perform basic 
features of our website, you may choose to opt-out by changing your browser settings. For 
more information generally on cookies, including how to disable them, please refer to 
https://www.aboutcookies.org/.  

 

https://www.aboutcookies.org/

